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* * * * Second change * * * *

7.3.4
Server Flow Example

Suppose an IPv6 only MS/UE's IPv6 address is Y, the IPv4 only Server's IPv4 address is X, the DNS64 selects NAT64A as the NAT64 gateway for this service. The main procedures for the MS/UE visiting an IPv4 only server with IPv4 address X is illustrated in Figure 7.3.2. More details can be found in RFC 6146 [17].
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Figure 7.3.3: Message flow of NAT64

* * * * Beginning of third changes * * * *

B.4.1
Overview

Per-Interface NAT44 (also known as Dual Stack Extra Lite) is a technique that relies on Layer 2 information for de-multiplexing NAT operations, as described in IETF RFC 6619 [19]. When applied to 3GPP networks, a NAT function can be embedded in the GGSN and/or P-GW, and UEs may be configured with the same IPv4 address. If NAPT44 is co-located with GGSN/PDN GW the NAT state can use the identity of the MS/UE mobility tunnel instead of the MS/UE assigned IPv4 address for managing the NAT session bindings. Packets are then translated and forwarded to their destination (either internal or external). Distinct pools may be configured on the GGSN depending on the APN. This procedure can be implemented in single stack PDP context / EPS bearers or in dual stack PDP contexts / EPS bearers. Since this approach allows UEs to be configured with the same IPv4 address, it resembles GI-DS-lite, as described in clause 7.2, but with the CGN collocated with PDN GW and without softwire tunnel. The approach is illustrated in Figure 7.Y.1 allows each MS/UE to use the same private IPv4 address range.
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Figure B.4.1: Per-Interface NAT. Overlapping RFC 1918 [26] address space for the same APN with per-interface (PDN Connection) basis NAT binding
* * * * Forth change * * * *

B.2.4.3 PRR in stateless mode

In addition to the binding mode defined in clause B.2.4.2, a stateless IPv6 A+P mode can be implemented as defined in RFC 6346 [3]. In such mode, no port range binding table is required.

In this case, for incoming packets, the PRR encapsulates a received IPv4 packet in an IPv6 one using the following information:

-
The destination IPv6 address is constructed using the shared IPv4 destination address and port number plus the IPv6 prefix which has been provisioned to the PRR. To do so, the PRR retrieves the destination IPv4 address and destination port number from the received IPv4 packet.

NOTE:
To illustrate this behaviour, assuming that the PRR is provisioned with 2a01:c0a8::/29 as a prefix to build IPv4-Embedded IPv6 addresses, the IPv4 destination address equal to 193.51.145.206 and the port number equal to 19039 (0100101001011111), then the corresponding IPv6 address (which falls into a prefix assigned to the UE) is 2a01:c0aE:099C:8E72:52F8::/128

               2a01:c0a 1 11000001001100111001000111001110 0100101001011111 ::

                          --------193.51.145.206---------  -----port-------

-
The source IPv6 address is one of the global IPv6 addresses of the PRR.

For more information about the stateless mode, the reader is invited to refer to RFC 6346 [3].

* * * * End of changes * * * *
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